Anthem is warning customers of e-mail scams in the wake of a data breach this week.

The e-mail scams are designed to appear as though they are from Anthem with messages that say "click here" for credit monitoring. The e-mails are not from Anthem, and are designed to target current and former Anthem members. 

Anthem advised people to do the following:

· [bookmark: _GoBack]Don't click on any links in the e-mail
· Don't reply to the e-mail or reach out to the sends
· Don't give any information on any website that may open up after clicking on a link in the e-mail
· Don't open any attachments in an e-mail claiming to be from Anthem

Anthem is not calling members regarding the cyber-attack and isn't asking for Social Security numbers or credit card information over the phone.

I'm attaching a SAMPLE OF THE E-MAIL SCAM for your information. It looks REAL - please BEWARE!

We will continue to send you updates as this situation continues to develop.
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